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WHY THIS IS FOR ME?

• I am an accountant handling a lot of 
electronic files and bank transactions. 
I need to ensure my email is safe from 
phishing and scam while doing 
business.

• I am a real estate agent and often work 
from mobile office, I need to ensure 
the sensitive data will not be stolen or 
shared without my notice. If it does 
happen, how do I rectify it.

• I am a business owner, I need to know 
how to get help if a hacking targeted to 
me.

2

Our Technical Trainer 



WORKSHOP FAQ

1. What is the training format?

• Face-to-face training in a comfortable classroom setting. 
10 to 15 people in class.

2. What do I expect during the learning?

• 8 best practices to help you secure your computer. 

• 6 hands on exercises to detect possible ransomware, data 
leaks, phishing and web attacks. You don’t need to pay 
any extra fee for the software tools in the exercise.

3. What do I need to bring?

• Laptop with internet browser, email accounts (Gmail or 
Outlook) and WiFi enabled.

4. What do I take away with after the training?

• One completion certificate and one booklet covering the 
summary of the training material and exercises.

5. Do I need to be a computer expert/IT guy to join?

• No, but you should be an active user of computer, 
Microsoft Office, clouds storage, email and social media.

6. Who is the trainer?

• Trainer is a cybersecurity expert who 
have 20 years of industrial experience. 
He held a Master Degree in IT 
Management from Macquarie 
University in Sydney.  He has trained 
several cohorts in Australia for last 5 
years. He is a member of the Cloud 
Security Alliance. 
(https://cloudsecurityalliance.org/)

7.    How to register and how much?

• Book directly on our company  
website:
https://www.innovateandgenerate.co
m.au/book-online

• Price $190 + 10% G.S.T. per person. 
Payment by BSB after email 
confirmation of your seat.

8.    Will the trainer contact me?

• Yes. This is to ensure you are prepared 
for the workshop. 
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https://cloudsecurityalliance.org/
https://www.innovateandgenerate.com.au/book-online
https://www.innovateandgenerate.com.au/book-online


AGENDA
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Hands-on 
Exercise

Skill Technology

1 Sandbox: URL links from “familiar sender” Urlscan.io

2 Sandbox with verdict: Suspicious Office File Hybrid Analysis

Tea Break

3 Permission check: File folder on the clouds One Drive Folder

4 Privacy check: Browser extension Web Store

5 Validate email sender:  Inspect Email Header Google Admin 
Headercheck

Tea Break

6 Detect & Stop ransomware attack: 
Microsoft Security Ransomware Protection

Protected Folder
Whitelisting apps

BONUS Vulnerability scan on your laptop Endpoint Central
Trial version

The skills learnt in this course are essential to adopt ASD Australian Essential 8 – an official cybersecurity 
framework widely recognized in Australian government and organizations.

https://www.cyber.gov.au/resources-business-and-government/essential-cybersecurity/essential-eight


BONUS SESSION 

ONLY IN THIS WORKSHOP!

• The last 30 minutes of this 
workshop, you have the 
chance to perform a 
technical vulnerability 
scanning of your laptop.  

• The result will provide you 
with a lot of technical 
insight how to secure 
software applications 
and Windows OS on your 
laptop (for Windows user 
only).

• A sample screen capture 
is provided here.
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Vulnerability summary



HOW TO JOIN?

• STEP 1  - READ KEY INFO PACK

• STEP 2 - BOOK ONLINE

• https://www.innovateandgenerate.com.au/book-online

• STEP 3 – WAIT FOR BOOKING INVOICE

• STEP 4 – CONTACT BY THE TRAINER TO CONFIRM 
UNDERSTANDING AND ANSWER ANY QUESTION

• STEP 5 – RECEIVE PAYMENT DETAIL (BSB ACCOUNT#)

• STEP 6 – PAY ONLINE

• STEP 7 - BRING YOUR BANK IN SLIP + YOUR OWN LAPTOP 
ON THE DATE OF TRAINING

• 1 x BOOKLET – SUMMARY OF TRAINING MATERIAL  

• 1 x COMPLETION CERTIFICATE
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Minimum 7 days before the training date

After Training Complete

https://www.innovateandgenerate.com.au/book-online


SEATS ARE LIMITED

BOOK NOW

HTTPS://WWW.INNOVATEANDGENERATE.COM.AU/BOOK-ONLINE
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Email: service@innovateandgenerate.com.au

Question?

Training hosted by 

innovateandgenerate.com.au

https://www.innovateandgenerate.com.au/book-online

	Default Section
	Slide 1: Cybersecurity intro
	Slide 2: Why this Is for me?
	Slide 3: Workshop FAQ
	Slide 4: Agenda
	Slide 5: Bonus session  Only in this workshop!
	Slide 6: How to JOIN?
	Slide 7: Seats are limited Book now  https://www.innovateandgenerate.com.au/book-online 


